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Abstract: The spread of web-based software applications and the growth of the Internet have enabled a new form of interaction between citizens and government. As new technology implementation is no longer the sole responsibility of IT departments and as public sector information systems become more complex, public administrators must adapt to the new demands imposed by these systems. In particular, public administrators will have a central role in shaping the development of electronic government, or e-government. As the variety of e-government products and services grows, industry analysts predict the number of people using e-government will grow by 1,000 percent during the next twenty years. This will require public administrators to examine current IT outsourcing practices and to nurture skill development in preparation for future trends in information systems management.

Introduction

The impact of information systems technologies can be found in almost every aspect of the modern world. In the public sector, information systems are gathering new types of information and making it available in ways that were unimaginable only a few years ago. Ordinary citizens are using Internet and online technology to schedule tree trimmings, attend virtual town meetings, pay traffic tickets, and apply for licenses and permits. In turn, public administrators can use this technology directly or indirectly—either by automating certain functions and services or by making more informed decisions about constituent needs and expectations. Increasingly, as the Internet makes its way into public service professions, citizens will grow more accustomed to utilizing an Internet site to obtain information and services, rather than traveling to a physical location.

If public sector agencies are to make the most of these new technologies, public administrators must refocus their attention on the proper integration of information systems into their organizations and learn how to manage the sweeping changes that occur after implementation. Public administrators must not only use this knowledge to effectively manage current information systems problems, but must also use it to anticipate future problems. Among the most prominent issues currently affecting public sector information systems is the management of Enterprise Resource Planning (ERP) implementations and information technology (IT) outsourcing relationships, while the management of electronic government, or e-government, looms large in the future.

The Management of ERP Implementations in the Public Sector

No longer the exclusive domain of IT departments, contemporary information systems are growing in size and complexity, becoming enterprise wide, and encompassing every function of the organization by integrating and centralizing various enterprise functions, such as human resource management, payroll, strategic planning, accounting, and financial management. By virtue of their complexity, information systems necessitate increasing organizational restructuring and high levels of commitment from top management and frontline employees, who require ongoing training. Given these tremendous challenges, the transition to ERP software packages has proven to be difficult, costly,
Many public organizations are also turning to the Internet. What both businesses and governments are discovering is that the average citizen is growing intolerant of traveling across town or waiting in line for services. The success stories of Dell Computer and Amazon.com illustrate how consumers are demanding customized services and products in ways that only the Internet can deliver. The refinement of Internet technology has also enabled software applications to handle many of the same functions as conventional ERP applications, only adding to the functionality of the Internet. The lure for the public sector is the promise that these technologies will deliver more streamlined operations with reduced costs. However, buying and implementing these technologies is complicated and costly. In organizations undergoing complex implementations, managers must examine the relationships between the disparate organizational functions and the organization’s relationship to the outside world. New technologies depend on the careful integration of organizational functions and external information from vendors and constituents in order to operate properly. For organizations unprepared to make the necessary organizational and management style changes, the costs of implementation could also prove fatal; and where the public sector is concerned, the costs of botched or otherwise unsuccessful implementations are extracted in political terms.

One form of ERP that has received considerable scrutiny in the public administration literature is Geographic Information Systems (GIS). In brief, GIS “allow governments to capture, manage, analyze and call on land related data to solve complex planning and management problems.” The capabilities of GIS “to integrate and sort data from separate databases on demand provide major benefits to government administrators.” However, despite the overwhelming list of benefits that GIS provide, like more complex ERP systems, GIS require significant attention on behalf of the public administrator to organizational issues. According to Ventura, “successful use of GIS depends on technical choices and on the ability, capacity, and willingness of an organization to absorb and use new forms and quantities of information.” Although many of these organizational issues can be addressed through training, other barriers such as the perceived costs and benefits, the organizational decisionmaking structure, and communication flow within an organization may also impede effective implementation. Therefore, resistance to new technology is ultimately a "people problem." Ventura writes that:

The consequences of insufficient attention to these problems are frequently highlighted in the media. For example, an ERP system implementation came under fire in Oakland, California when the software failed to accurately print city payroll checks. According to city officials, the blame rests on "data entry mistakes made by city employees who, though trained, were unfamiliar with the software." Unfortunately, these disruptions are becoming more common as ERP systems gain in popularity in both the private and public sectors. In other incidents, Hershey Corporation and clothing maker Gore-Tex experienced problems with the implementations of their ERP systems that resulted in huge delays and setbacks. The reason, according to industry analysts, is that corporations greatly underestimate the degree to which they must commit resources to training, organizational change, and strong project leadership. In short, ERP implementations are not limited to the functions of an isolated IT department but require the full attention of the entire organization if the implementation is to be successful. Recognizing the differences between private and public sector implementations, Cats-Baril and Thompson argue that successful implementation in the public sector depends on:

1. clear project goals, leadership, and specific responsibilities;
2. given the turnover of top level administrators and the constraints imposed by red tape, the need to convince employees to change the existing organizational processes is greater and the difficulty to implement change is increased;
3. given the incremental nature of governmental decisionmaking, the criteria to justify radical technological innovations are more stringent; and
4. given that MIS directors tend to have less authority than their private sector counterparts, the careful choosing of a project leader with both technical knowledge and po-
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There are also other considerations aside from the risks in-
volved with outsourcing potential agency core competen-
cies. Brown and Brudney found that as agencies increased spending on outsourcing, the associated benefits of outsourcing decreased, noting that as "management capac-
ity is sacrificed for high levels of contracting, success in adopt-
ing and implementing an information system is often com-
promised."17 Therefore, contrary to the admonitions of the
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tionships fail, according to Cats-Baril and Thompson, is that
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words, it is not the outsourcing itself that fails, but the man-
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The Management of IT Contracting and Outsourcing Relationships in the Public Sector

In the National Performance Review (NPR), government agencies are informed that "private firms can perform non-
core functions better, cheaper, and faster."12 Many public administration scholars have also argued that outsourcing provides governments with an inexpensive means to access
and use technological innovations.13 Through outsourcing, it is argued that organizations are "freed" from financing
the large overhead start-up costs associated with implement-
ing information systems. Organizations also need not in-
vest heavily in personnel, facilities, or equipment, as the con-
tactor would assume these costs. In addition, outsourcing
should allow managers to concentrate more fully on core
organizational activities and spare frontline staff from the
burdens associated with carrying out implementation.14 The
key question, however, is the effectiveness of outsourcing as
more public sector organizations seek to utilize this tool to help them establish a presence online.

As the trend toward outsourcing further develops and as IT begins to play a more central role in the provision of
government services, a critical element in assessing the effec-
tiveness of the outsourcing relationship concerns the redef-
nition of what should be considered non-core, or "mission
critical." Most agencies define mission critical functions as
those that are integral to the ongoing operation of the agency.
An additional concern is the role of private consultants in the outsourcing process. According to Saint-Martin, consultants have had increasing influence in policy formulation during the last twenty years, and may in fact be responsible for instigating many of the New Public Management reforms seen throughout the Organization for Economic Cooperation and Development (OECD) and the United States. In outsourcing relationships requiring intensive consulting support, many policymakers defer to external consultants when internal management encounters a political impasse. The question before public administrators is, therefore, to what extent the administrator defers implementation decisions to those with distinct financial interests in maximizing the outsourcing relationship. If the requisite knowledge is not available or internal capacities are not developed within the organization to monitor IT outsourcing relationships, where does the authority to curtail a project reside, in the administrator or the consultant? More importantly, who has the authority to shape the way the public perceives and interacts with government online? Administrators have a particular advantage because they have the ability to coordinate the development and deployment of an e-government service whereas outsourcing agents have a limited perspective of the broader organization if they do not have knowledge of what other contractors are engaged in. Through coordination, administrators can thereby standardize the variety of services available. When requests for information or services are fulfilled by those directly responsible for meeting those needs, citizens also benefit. Yet if administrators are unwilling or technically incompetent to oversee these initiatives, the decisions as to how e-government is shaped and what it will eventually look like will be deferred to consultants whose interest is financial. This also adds an additional layer between the service provider and service recipient.

## Outsourcing E-Government

Although much of the information about e-government emanates from sources with commercial interests in government, thousands of municipalities, townships, and many states have already instituted some form of e-government. These sites offer a variety of online services ranging from the posting of town council meeting minutes to providing forums for discussion with public officials online in real time. As of 1997, there were 205 U.S. government agencies, 2,500 state governments, and 40 percent of all municipalities nationwide with a presence online. This trend is apparent worldwide and, based on recent estimates, continues to grow. In a survey conducted by The Economist and Andersen Consulting, 94 percent of the seven hundred senior civil servants surveyed believed advanced information technology will be an important driver of government change by 2010. More striking, however, was the fact that only 55 percent believed that IT was an important driver of change today.

The reason the respondents gave for this disparity is that as citizens grow to expect better services from government, they will be "more accustomed to the enhanced commercial services that the Internet and other Information Technologies make possible [by the year 2010]." This trend toward increased outsourcing has the most impact on the development of web related activities, such as e-government. In another national survey, Deloitte Research found that state government leaders project that "the number of citizens using the Internet as their primary means of access to government services will grow by 150 percent over the next two years," with the "largest increases for agencies that have the most direct contact with the public: 380 percent for state motor vehicle agencies and 228 percent for state revenue and taxation agencies." Although managers are quick to recognize the importance of the Internet, there is also a realization that many public organizations are incapable of independently implementing the changes citizens are looking for, at least in the short term. The response to this trend has been a greater reliance on outsourcing, especially where e-government is concerned.

Janet Caldow of the IBM Institute for Electronic Government claims that defining e-government is not a simple task. All too often, there is a tendency to oversimplify e-government to just online procurement and dissemination of services and information previously only available either in person or by mail. In trying to formulate an e-government vision for their organization, public administrators must sort through the various claims and assertions to determine the viability of available options and implementation strategies. At Our Town 2000 (www.govt.com/ci.desplaines.il.us), a privately operated website administered by Austin Professional Systems, residents of Des Plaines, Illinois can post requests for services ranging from tree trimming to street and sewer repairs. According to system administrators, "work requests are automatically routed to the proper division so the progress and completion of the work can be monitored."

At govWorks.com, also a privately operated site, users can access a "local government communication forum, which allows citizens to express their views on topics related to municipal government." City officials and local candidates for elections also have the ability to participate as
Another consideration is if private firms continue to dominate the Internet in the provision of e-government services, administrators must be able to gauge whether this will discourage smaller governments from offering comparable services. The incentive to contract out or outsource will be strong, especially in light of the potential for significant cost savings. But administrators must take into consideration that, through outsourcing, organizations will lose the advantages that information systems bring, such as quick information flow and direct lines of communication with service recipients. In addition, if organizations are to provide information, administrators must ask to what extent the quality and timeliness of the information disseminated is compromised through the outsourced relationship.

If the public sector is to harness the potential these systems provide, they must strive to offer these systems through their own resources and personnel. The role of public administrators is therefore to ensure that the capacities required to build and maintain these systems are available within an agency. At a minimum, they must carefully monitor the extent to which these services are outsourced, being mindful of where public interest and entrepreneurialism intersect and conflict. In order to manage these issues, administrators must not only be aware of, but must be willing to embrace, the future trend for more reliance on information technology in the public sector.

The Management of E-Government

Public administrators have a clear stake in helping to determine how electronic government will unfold at the most basic level. As the technology involved in enabling governments to offer automated services online or through other electronic means becomes increasingly available and affordable, administrators should question the now conventional practice of outsourcing and deferring implementation and design decisions to outside consultants. Instead, administrators must find ways to facilitate the growth and development of electronic government that develop internal capacities and embrace advancements in technology. This is necessary not only for the ongoing management of current information systems problems, but also to prepare public sector organizations to proactively manage future technology issues in a cost efficient manner. Without a proper base of knowledge as to how a particular technology will fit into an organization or benefit the public interest, what would prevent organizations from implementing the latest high technology advancement merely to keep pace with perceived expectations of how government should function? Therefore, when implementing technology changes, administrators must constantly evaluate these issues from both a technological and a public interest perspective.

A key area where public administrators can aid in the development of e-government is through the resolution of online security and privacy concerns and in communicating a broad-based understanding of the potential impact of e-government on the individual citizen. By facilitating clear industry standards that promote the growth of online services,
public administrators can add lasting value to both the public and the private sectors. According to Von Hoffman of CIO Enterprise Magazine:

While the transformation of how government operates promises the most direct benefits for business, it is the transformation of governance—reexamining what a global, networked economy will mean to how democratic institutions work, to the relationship between the citizen and the state, and to the future of the nation-state itself—that seems to hold the most interest for both public and private sector participants in the project.30

It is obvious that there is tremendous value when governments are able to share and disseminate information concerning new activities or programs, especially in areas or with segments of the population not normally benefiting from this type of information. Concerns arise, however, when this information flow is reversed and information gathered by public organizations about their constituencies falls into inappropriate hands, in particular when information pertaining to the personal habits or preferences of citizens is used for commercial gain.

This problem arose when Texas made driver’s license and automobile registration information available to the general public. When a private firm developed a searchable website that included this information, anyone possessing “a Texas driver’s license, a personal computer, and access to the Internet could then look up any other Texan and any Texan’s license plate number.”31 What would impede the sale of electronic databases containing the social security numbers and birth dates of a state’s population to commercial websites? Public administrators must be cognizant of this problem. As policymakers debate what to publish on the Internet, public administrators must take the lead in guiding the development of policies that both collect and disseminate information in secure and ethical ways.

Recent denial-of-service attacks on popular websites have highlighted the need for improved security standards in both the private and public sector. Many experts claim that this is an area where the private sector must step in to ensure safety standards, yet there are others who place the burden of responsibility on the federal government. The federal government’s inability to come to a consensus on how to protect its own infrastructure and recommend industry wide standards remains hindered by political inertia. The real problem, insists Roberta Gross, Inspector General at NASA, is addressing the “I don’t care” culture within the federal government that “permits very simple and avoidable vulnerabilities to occur and recur [which] are no longer acceptable.”32 Senator Fred Thompson (R-Tennessee) recently said “it makes you wonder what in the world it takes to get the attention of federal managers.”33 In a bill introduced last year by Senators Thompson and Joseph Lieberman (R-Pennsylvania), agencies would be required to “implement a security plan subject to annual independent audits; report unauthorized intrusions; and provide security awareness training for all its workers.”34 Although many argue that this legislation would help clarify agency responsibility with regard to Internet security, it does not address the larger issue of complacency.

Public administrators, as agents of change, can aid this security process by coordinating training initiatives and facilitating an understanding of how technology will impact an organization. Particularly, in the public sector, employees must come to the realization that the use of complex information systems will become vital to the daily operation of any given public organization. Therefore, it is up to the administrator to manage the interpersonal and organizational changes that occur in organizations after new technology implementation, ensuring effective technology usage while remaining responsive to citizen demands for greater openness and efficiency. As Bingi, Sharma, and Godla write:

It is often said that new technology implementation is about people, not processes or technology. An organization goes through a major transformation, and the management of the change must be carefully planned (from a strategic viewpoint) and meticulously implemented.35

The public administration profession must realize that in order to keep their organizations vital, administrators must take the lead in public organizations by proactively facilitating the implementation of novel information systems and developing in-house expertise that does not depend on outsourcing or on isolated agency IT departments.

Conclusion

Public administrators will have to assume more responsibility in facilitating necessary organizational changes when implementing new technology. As more organizations are discovering, successful implementation of enterprise integrating software requires a detailed perspective of the organization and a unique understanding of how the organization interfaces with the outside world. For the public sec-
tor, not only must administrators and managers understand how the components of the organization relate to each other, but also must be able to accurately communicate how the organization effectively fulfills requests and delivers services. In the Information Age, public administrators must prepare themselves to interact with citizens through websites and e-mail. They will also be called upon to design and maintain online services and databases and act as integrators, facilitating the blend of organizational and constituency knowledge with new technology and capabilities sought therein. Public administrators must also remain cognizant of how new software innovations will affect the form and practice of administration. Of the many changes that must be monitored, it is the relationship between the public and the service-providing agency that will be affected the most. By maintaining a fluid dialogue that is unbound by time or geographic constraints, public administrators will be in constant, unfiltered contact with the public through technology. They will be better equipped to perceive and interpret the public interest and make administrative choices accordingly.

Yet whatever arrangements are made with regard to initial implementation and the degree of outsourcing, public administrators must develop sensitivities to the ongoing demands of IT management and how long term technology trends will impact mission functions. Public administrators need to encourage and nurture the development of in-house technical competencies in order to keep pace with technological advancements. Public sector organizations should not always look to outside arrangements to shape the look and feel of government service delivery nor how it interacts with the public in an online society. As the costs for acquiring enterprise integrating systems fall, and the skills needed to maintain and operate these systems become more widely available, public administrators must act to facilitate the needed skill adaptation in existing personnel, as well as do more to attract the technically minded to public service.

Public administrators are now presented with the opportunity to revitalize their role in the new universe of e-government by helping to define and guide the public interest in a globalized, interconnected era. As the public sector moves to integrate its operations and investigate better means of interacting with the citizenry, public administrators will be charged with the tasks of both facilitating and implementing the changes, as well as being intimately involved in the continuing design and development of these new technologies. Even though the transition to integration or online service provision will not be easy for most organizations, the prospects for restoring faith in government, raising achievement measures, reducing costs, speeding delivery programs, and delivering services more efficiently are large incentives for embracing these new technologies. For many public administrators, this means a greater willingness to change their perceptions of their role in the organization and prepare to assume new roles and responsibilities. The successful transition and implementation of new technologies will depend on this change and on the management of organization-wide changes of not simply technology, but culture as well. It is here that public administrators must deploy their institutional knowledge and act as the hub for implementation strategies whose success relies on the careful management of people, as well as technology.
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Defining e-government is difficult because the term is still relatively new. Some would argue that the term refers to electronic commerce while others use it to refer to online procurement. In addition, a narrow definition may exclude some inherent qualities of what constitutes e-government while a broad definition might dilute its meaning, weakening the emerging movement supporting e-government.


